
cyber services

every business is

a technology business
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an evolving risk

–	� +18 years providing 
expertise in the most 
complex claims

–	� We insure 40%  
of the Fortune 500

Every business is a 
technology business,  
so every business  
needs cyber insurance

Technology is advancing at an unprecedented 

rate with the likes of AI, automation and cloud 

computing creating endless opportunities. 

Every business – big or small, physical or 

digital – now relies on technology at the very 

least to track operations, manage customer 

data and run websites.

Whatever your size, whatever your 
industry, if you use software then  
you’re at risk. Because much like the 
tech world, cyber threats are just  
as progressive.

Go beyond simple insurance to cover an 

attack – know you’re doing everything you 

can to prevent it in the first place. You’ll have 

access to DataSafe’s professional support and 

advice, as well as being insured for the worst.

We’ll put together a policy that’s  
perfect for your business.
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putting our service  
into practice

The first thing you can expect is to be brought up  
to speed on potential risks and how to take control  
of them. You’ll get access to DataSafe training  
for your staff and advice on your data security –  
it’s support for your Chief Information Security  
Officer or your IT team.

If you do suffer a breach, we’ll be there with  
DataSafe to help get you back on track. We’re both  
the prevention and the cure.

Ready
Equipping you with the tools  
to face cyber risks 

Cyber security moves fast so half the battle is knowing 

what you’re up against.

 

–	� The DataSafe portal has the latest information  

on evolving cyber risks.

 

–	� Use our Knowledge Centre to train your teams – with 

500 compliance and risk management resources.

 

–	� Run a Cyber Fitness Check to assess your 

organisation’s cyber posture.

Set
Support for your Chief Information  
Security Officer or your IT team 

Most breaches are caused by known vulnerabilities 

or human error. Use staff training and data security 

experts to manage vulnerabilities and mitigate risks.

–	� Access Incident Response Planning resources  

with sample plans and procedures to prepare for  

a cyber event.

–	� Train your employees on key privacy and data 

security issues with online training courses.  

Keep awareness high with ongoing bulletins,  

posters and webinars.  

There are three 
stages of cyber 
protection:  
Ready, Set, Recover 

Recover
Getting back on track  
if the worst happens

Attacks can often take time to detect and fix.  

We’ll help you recover ASAP.

–	� 24/7 Breach reporting hotline: experts on hand 

24 hours a day to help you manage the potential 

consequences of a cyber threat.

–	� Use our app to report a breach quickly and  

keep updated.

–	� Our Claims Team are by your side – they’ve dealt  

with thousands of breaches.



Cyber Services Brit  76  Brit Cyber Services

whatever the type  
of company, we can  
offer an appropriate 
cyber service

From agile start-ups to multinational corporations, we 
know that the nature of cyber risk changes depending 
on the type of business you are. One size does not fit all. 

Our knowledge of the cyber risk landscape gives us a 
deeper understanding of the different types of cyber 
risk – whether it’s the physical damage exposure of big 
industry or the high volume of patient records stored  
by a hospital. 

That’s why we flex our service to deliver across four 
core segments, to provide the right level and breadth  
of cover for every type of business.

Our CPR service is for small to  
medium sized businesses. 
Wide variety of industries: Retail/Hospitality, 

Healthcare, Financial Services, Professional Services.

Three individual limits: Incident Response, Notification 

and Insurance Protection with the ability to re-deploy 

the insurance protection limit if required.

First & Third Party coverage: Privacy & Security 

Liability, Regulatory Fines & Penalties, Breach Response 

Services, Payment Card Industry Coverage, Cyber 

Extortion, Cyber Crime, Business Interruption, Data 

Restoration, Multimedia Liability.

Quote and bind for your clients in minutes via  

our online portal.

Our XDR service is for large-scale and 
multinational corporations.
Wide variety of industries: Retail/Hospitality, 

Healthcare, Financial Services, Professional 

Services, Manufacturing.

First & Third Party coverage: Privacy & Security 

Liability, Regulatory Fines & Penalties, Breach Response 

Costs, Payment Card Industry Coverage, Cyber 

Extortion, Business Interruption, Data Restoration, 

Multimedia Liability.

Our XDR Pro Tech service for the unique  
needs of technology-based companies.
Wide variety of technology companies including:  

IT Consultants, Software and Hardware Developers, 

SaaS Providers, BPO Providers, IT staffing and  

Value-Added Re-Sellers.

Key Coverage: Technology and Professional Services 

Liability, including Breach of Contract and Mitigation  

of Loss Coverage, Multimedia Liability, blended with  

Full First & Third Party Cyber coverage per XDR.

Our BCAP service for the unique needs  
of industrial and trade businesses.
For Tier 1 Industrial Companies: Manufacturing,  

Energy, Power, Pharma, Rail Companies,  

Heavy Industrial.

Key Coverage: As per XDR with addition of: Physical 

Damage, Bodily Injury, Business Interruption from  

PD events, Mitigation, Enhanced Legal Liability  

as a result of a cyber attack.



Contact our team

Our expert, award-winning cyber 
team are on hand to discuss how  
we can provide a service that 
addresses your needs.

Brit Global Specialty
The Leadenhall Building 
122 Leadenhall Street 
London, EC3V 4AB 

gcpt@britinsurance.com

britinsurance.com/insurance/cyber

http://www.britinsurance.com/insurance/cyber

